Acronyms

Windows Server 2008 R2 Active Directory Domain Services Windows Server 2008 R2 Hyper-V Windows Server 2008 R2 File Services ! . ,. Windows Server 2008 R2 Internet Information Services

ACEI Windows Server 2008 R2 supports several new Active Directory features including Active The Windows Server 2008 R2 Hyper-V role enables live migration, increased logical processor The Windows Server 2008 R2 File Services role provides technologies that help manage \ , erver role, Internet Information Services (IIS)
Directory Recycle Bin, Managed Service Accounts, offline domain join, and the Active Directory support, dynamic virtual machine storage (hot-add/remove), processor compatibility mode, storage, enable file replication, manage shared folders, ensure fast file searching, and enable on Server Core installations. IIS enables Web administrators to efficiently
Advanced Configuration and Power Interface Administrative Center. and virtual hard disk (VHD) performance improvements. access for Windows-based and non-Windows-based client computers. A4 nd manage Web applications and provides increased customization capabilities.
AD CS
Active Directory Certificate Services
AD DS Windows PowerShell File Classification Infrastruct (FCI), Distributed File Syst (DFS), File S R M ger (FSRM), Servi for Network File System (NFS)
| ; i ! Active Directory Recvcle Bin F ¥ : Hvper-V Live Migration ile Classification Infrastructure , Distributed File System , File Server Resource Manager , Services for Network File System : e . L . .
Active Directory Domain Services _ _ _ ] _ y _ y ] _ ) Execution Only Hyper-V Architecture _ R yp R g . Windows Server Backup, and SMB technologies are the main file services updated for Windows Server 2008 R2. File Classification Infrastructure Support and Administration for Web-based Applications Windows PowerShell Integration for IS
API N . The A_ctlgefDlregt(ir)é_Recycle Bin feature restores objects in their entirety to the same consistent logical state that they Hyper-Vis a hypervisor-based virtualization role that allows multiple, isolated Ir-l.llﬁ\irr?lggltl?/t;:?-\rlnt%vae:;il;jhner}rl,nfirlﬁﬂ?Iarr?yai(;\r':g?j;:i%r:oj}(s:gmﬂ:ét_er provides built-in file classification. It enables manual processes to be automated with predefined policies based on business value of the data. Support for .NET allows ASP.NET Web applications to be run on Server The Windows PowerShell Web Administration module helps
Application Programming Interface ez el operating systems to share a single hardware platform. o Dedicated 1.GB Ethernet connection is recommended for the live Distributed File System Windows Server Backup Core installations and enables remote management of computers automate administrative tasks - with over 70 new IIS cmdlets.
AD LDS Active Directory Recycle Bin Requirements Object Lifecycle (days) 1 S e e ; ; ; : : : : running Server Core installations from 1IS Manager.
. . . . . . € The forest functional level is Windows Server 2008 R2. Management Virtual Virtual Virtual : e :"grﬁtlon networ_k lZIeftwe(?n CIl:Ster ?\9des. d k Windows Server 2008 R2 Includes DFS Improvements: Sy gVIndOVéS Slirvel:l'ﬁ'oos R'2 lnC|Ud§-|S s enzan'c?dtvirsw':n'(’f Windows i Admini I FV
Active Directory Lightweight Directory Services : Deleted Recycled Operating System Machine Machine Machine i in‘:rgsz':j%‘:jr;eq“"e aletlall i, el Sl sl Support for Windows Failover Clusters - e L Ll 0 GG laliess &1 Bl B e to mslrgrs:t;aézﬁg?g:rznnect /\i Wing
. Active Directory R le Bi t first b bled with th j i ! . i i ) = ifio fi . indows
AMD-V € E:z;‘k;‘lee-,&ll’:?gp(:irgna?gg&re“::m(lijﬁet. L1205 GETD e T WA Object i ®Live migration takes advantage of the new Cluster Shared Volumes :::rl)llti)(\:/aetri:rl\ugﬁgruspcan be configured to be part of a € Be;cr:]k ut%spe: - f“iﬁ andl folders,th IR EnTand perform all - PowerShell
AMD Virtualization Technology . . - WMI Provider H (CSV) feature within Failover Clustering in Windows Server 2008 R2. : ‘, rather than having the volume as the ithe management tasks i g
e Recovering Deleted Objects | | ! Hyper-V Live Migration Functionalit Read-only Replicated Folders = o ! i minimum unit of backup. 7 ifrom within Ul of IS Console
_ (Y Bl el B Al £l e i e pesed py— e —— ‘fk' — - —— — - VMMS A e methoc)llspto AL L y N IY . blocked by — N N Include or exclude folders or individual — iManager. ~ee .
Best Practices Analyzer using Windows PowerShell cmdlets. < R \J g L I | il @ Failover Cluster Manager MMC snap-in ; Dcl):cSaRmol' ' 'tcfa lonsrare DIoCHEAIRVEETS \ }\ W — files. Exclude files based on the file type. @ Connect to multiple servers, sites, 4 console run tasks across
: : : s A eplication service. A N - . : . !
BITS € This feature works for both AD DS and AD LDS objects. : Ml U i{| @ System Center VMM 2008 R2 Administration Console « b . . ‘m \ S ; | « = Back up only the system state data and applications simultaneously. ::Eilz 4 r::rlsglse Web
. ’ . . . . ; \ Deleted Object Lifetime : Recycled Object Lifetime:  Garbage i WMI or Windows PowerShell scriot Changes from members hosting read-write o (including incremental system state View remote site/application !
Background Intelligent Transfer Service Using Active Directory Recycle Bin i rgs?:f; , i (180 days default) (180 days default)y : Collection | = P o . copies are replicated in L backups) t\\] L T cirecty PP
o . ! irtual Machine b - - . . e .
Ccsv 1 Identify objects that were deleted ! : : — : Schedule backups for both volumes b € Connect to multiple to servers, sites Windows PowerShell Web Administration
: [ = q : : q VID - e | Device Emulation | Scalability Improvements p i P y '
g @1 Deleted objects can be : . Objects are Drivers Drivers . i y imp and shared network resources. Windows Server 2008 R2 : icati i ] ini i
Cluster Shared Volumes o Locate deleted objects in the Deleted Object container using ‘I!_ Object (x ‘— oeovered AL i el - - (Legascyys(t)epgatmg i . / DFS Namespaces has enhanced its scalability to g B oliations ; and applications simultaneously. ;Z;m?st:r,:?:r\;r;gtratlon module enables
DFS Get-ADObject with -IncludeDeletedObjects parameter. ideleted & Directory Recycle Bin P deleted | i TI111 s support up to 60,000 links. Perform backup and restore tasks using Windows PowerShell Managing Server Core ¢ Perform IIS aciministrative tasks
Distributed File System 3 Restore deleted object using the Restore-ADObject cmdlet. ! andrestoredtoalive (no recovery). | Drivers : llj“ 2.0 (Including Windows B e e with IIS Manager ¢ Manage IS configuration and rur.l time data
:  Active Directory object. : : ! L ) : :
. ] ! . 4 Restore objects to a live container. ) " 4 Virtual devicesvf'gf:;:sr?f\::'z::Ib:'lsgchine communicate with the E File CI ificati Inf t t P @ Uselasicorientedicmdietsito TEIEES Web
Dynamic Host Configuration Protocol parent partition through the virtual machine bus (VMBUS). : lie Llassification Intrastructure IIS Extensions sites, Web applications, and Web servers.
DNS . Windows PowerShell : : : ‘ _ : FCI provides the ability to get insight into your data and manage cost and risk - by defining file classification properties, automatically classify files
Domain Name System Managed Service Accounts Execution Only Offline Domain Join Manages processor scheduling and physical memory allocation : based on location and content, applying file management tasks, and producing file classification reports. FCI is fully extensible. Windows s r r r
ESP IV]Iganag_ed ServicetAcco(;mFs (I\III_?Az) S‘ﬂ;%vide auéomati;: password management \CI)Jifllqi(rjlg v?;)gh;i/f; {‘02"6 ggolgt%ojTiﬁu;egi Quaﬁgicv?tx\gﬂfg;:‘snz g?ndg Define File Classification Classify Files Apply Management Tasks WebDAV 7.5 s::;v-ﬁ:sf:f::s Admn;:(t:rkatlon
. . OTf service accounts and simplirie management. 2 i Windows PowerShell Provider for IIS
Encapsulating Security Payload to a domain controller. 4 I Lo ;
Classification Rules! 1FCI provides data : . ]
FCl ' Offline Domain Join Requirements (Vindows Server 2008 R2 with Hyper role, D, Storage Options , e et S Extensions... | Extensions... Extensions... ’ ’ VL)
.. . . . b . ' @ Direct-attached storage 4 ) i . - -
; PPIS 7 € Djoin.exe must be running on Windows 7/Windows Server 2008 R2. Microsoft Hyper-V Server 2008 R2 M ‘ Windows Server 2008 Sifi Assigns ifunctionality. : New IS Extensions :
Egalalass'flcatlon i € Appropriate rights are required to join workstations to the domain. : gwy?;gg;fgiygg:y:ﬁacmd User accessing virtual Qﬁ A 212igi;;a;¢ieg# Kﬁifffrlile . ‘ spelcgified value | IS 7.5 @ AIRAOWS FOWEISHEN EmAIEES forliS -
. to a virtual machine machine does not - D and destination ‘ N F to the : | 3 :
. . = H H H : B . I 'f' i e A . _J o
File Server Resource Manager Perfo_rr_nmg an folme Domain Join _ experience interruption computers. *rd: f,,?;‘;,s;r';;aft;‘,";.. [ , ESM Commands L3 F ’ ’ Cmdlets specific to IIS: IIS Cmd
FTP 1 Djoin.exe provisions computer account metadata to AD DS. Windows Server 2008 R2 Hyper—V Features virtual machine. \ 1 \I;Ziéﬂi?ne i files based upon . " ¢ Query run-time data as required.
File Transfer Protocol - f 1 . Creates computer account Windows Server 2008 R2 with Hyper-V role and Microsoft Hyper-V Server 2008 R2 " . : . i g Number location o~ |l : FTP Publishing Service IS Administration Pack ¢ Modify configuration properties of Web sites. ‘
— ,_"\ Y * 5 " provide the following features: Stage 1: Create a virtual machine on a destination computer e L 3 Windows Server 2008 R2 includes a new IS administration enhancements ¢ Change configuration of Web applications. Query
HTTP - ‘ metadata (blob in text file) for S— : : Create a connection between computers for transferring virtual String . : version of FTP server services. enables administrators to: . . : . . )
Hypertext Transfer Protocol € The same MSAs cannot be used on more than one computer. ‘ L= ‘ the destination computer. Live migration Enables running virtual machines to be migrated from one machine configuration data. A virtual machine is created on Multistring ! = - . ¢ Maodify configuration of virtual directories.
ol @ Services must be individually configured to use a MSA. %H&jc;iﬁ — /p‘r&iéig ) physical computer to another without interruption of service. destination computer. Classification Example: prrr—— i gfe?"r:ge:ncgntent \ﬁ ﬁ I — ¢ Alter configuration of application pools.
€ To use MSA cmdlets, ensure .NET Framework and the command Increased e (6 Uyl e [ i 0 e eassny 5l ‘ 3itrziﬁg|2r:n 'Z'c'ﬁ?ﬁff n::}moryi spigeised over the network to the Business Impact Properties | ! Classification rules are applied applies rules ~/ ‘@‘ ‘ " ‘ &< ¢ Run advanced configuration tasks.
Hypertext Transfer Protocol Secure Active Directory module for Windows PowerShell installed. Application Server Computer account metadata is inserted into Windows directory of processor support : e S ry p (High, Med, Low) ' on a scheduled basis to the files based on content File Expiration (stale files) w ‘J % T
IS gﬁzt,:t?:,::y‘z?.ﬁ l;;z:;':f;tii:iz Zigt?:afﬁ,": g(:nmz:?;t,ended Core Parking Rte‘,:”cesdmwfr _cog@fs by pkllacizg_ unused CPUs into a “sleep” Stage 3: Copy final memory | rr?a:tpé%li?: ?i@itﬁ?saeﬂcﬂ"égffé’;ﬁﬂrf?ﬁ'?s installations, which makes IIS easier to
. m . . ) . . state and restoring It workioad increases. P . : : ifi i i A q
Internet Information Services Active Directory Administrative Center ﬁ , Provides support for Ryper live migration across different Remalning memory pages are copled to destination computer. ¢ Classification properties are assigned to files Automatic classification rules can be applied based on . gt'.lh;:)::rl‘a;::l:at")n pelizatle: Integration with 1IS Manager € Generate code to automate tasks. manage, B eriremotely.
; ; Ve Di et ; ‘ : | - Stage 4: Move the st handle f to destinati i izati i i . i i ily. j =
Intel VT Built on Windows PowerShell 2.0, the Active Directory Administrative Center provides r A ““h; . ’j Processor CPUs from the same CPU manufacturer (for example, Intek-to- Stg§: . cog:ﬁ) ¥ se r?1 iorrgggd t":)ndei tirr?a:?i 5:?::;:; ?1 te?s ination gnd determine how organizations manage their location and content FCI runs custom commands to automate Support for FTP over SSL [ Conf!gure FastCGl se.ttln'gs easily g
Intel Virtualization Technology the ability to manage AD DS data through data-driven and task-driven navigation. y [ compatibility mode | Intel and AMD-to-AMD). g gl puter. ata. management tasks based on file name, age Ability to host FTP and Web content ¢ Configure Request Filtering
¢ Supports multiple forests and domains. P> T — o — Al VHDs/attached phvsical disks to be hot-added t ¢ Line-of-business applications can set Files can be manually 9Ia§sified using the file . location, or other classification categories. from same site by adding FTP binding settings. 5 o
IPsec Manages user/computer accounts, organizational unit containers, and groups djoin.exe /requestoDJ inati &% Destination Dynamic virtual ows VHDs/attached physical disks to be hot-added to or Destination computer is able to access virtual machine memory classifications for files that they own. properties interface built into the Microsoft Office Ability to host multiple FTP siteson @ Edit .config files more easily. ol 3
. ¢ p ’ ) ps. Il q Destination & Computer - removed from a running virtual machine without requiring a d st Virtual hine is acti system files. FCI recognizes these properties. € Reports ; A iy
Internet Protocol Security ¢ Filters Active Directory data by using query-building search. command Directory machine storage | cciot and storage. Virtual machine Is active. FCI can create reports in a variety of formats same IP address € Modify ASP.NET Authorization ! ] ~
115 ¢ s installed as part of Windows 7 or as part of Remote Server Administration Tools. When destination computer starts (as a virtual machine or after Enhanced Supports Virtual Machine Chimney (TCP Offload) and use of Stage 6. Clean up network N FCl integrates with Microsoft Office SharePoint Server 2007 so that file classification properties defined for that contain details—including location—about Virtual directory support settings. Windows Server 2008 R2 Windows Server 2008 R2
pp y Virtual machine is connected to the appropriate virtual network on i i i
Internet InformationiC I € Is automatically installed when the AD DS server role is installed on server. operating system install), computer is joined to the domain. network performance | jumbo frames on virtual machines. eYeiast B oo ety e networEF;ra?fic L i Microsoft Office files on a file server persist with those files when they are uploaded into SharePoint site. files that have a particular classification. Improved logging support Full Installation Server Core Installation
LAN
IMOSEI Area Network Active Directory Virtualization File Services ommunity Portal Microsoft Web Platform
Managed Servico ACCOIE microsoft.com/activedirectory microsoft.com/virtualization microsoft.com/storage icrosoft.com/iis iis.net microsoft.com/web
NAP
Network Access Protection
RDS
Remote DesktopiSEi Windows Server 2008 R2 Remote Desktop Services Windows Server 2008 R2 BranchCache - Windows Server 2008 R2 Management Windows Server 2008 R2 DirectAccess
RDCB
Remote Desktop Connection Broker Remote Desktop Services provides a virtualization platform for accelerating and extending : " - | respoprs]!vel:]ess for bhrar;;:_h Windows Server 2008 R2 provides improved management - including advanced scripting DirectAccess securely extends network services and resources to remote users while providing
RDSH desktop and application deployments from the data center to any device. It provides an ing clients cache content they download within the branch office. capabilities with Windows PowerShell 2.0, improved power efficiency for multicore processors seamless access to corporate resources, without any user interaction or Virtual Private Network
Remote Desktop Session Host extensible platform for a Virtual Desktop Infrastructure. ay be cached across client computers (Distributed Cache mode) or centrally hosted and virtualization scenarios, and an integrated Best Practices Analyzer. (VPN) client. A 4
RDVH
Remote Desktop Virtualization Host
RDP The Hosted Cache server must run Windows Server 2008 R2 Enterpri i
: . o prise/Datacenter. Windows PowerShell 2.0 . ;
- S Remote Desktop Session Remote Desktop Virtualization ; DirectAccess Connection Process
Remote Desktop Protocol BranchCache can be set up as a virtual workload.
P Enumerating Application & Desktops for User Hosts centralized, session-based Hosts centralized, virtual desktops on top of > Z = Hosted Cache mode optimizes across multiple subnets in a branch. Windows PowerShell 2.0 is a command-line shell and scripting language that helps automate server administration, configuration, and . . . - T .
RSAT 4 Client queries and enumerates RemoteApp programs applications and remote desktops Hyper-V for VDI environment -4 Ce e : In Distributed Cache mode, clients that hibernate or otherwise disconnect from the deployment tasks. It also supports running cmdlets and scripts remotely. Windows PowerShell remote management enables an administrator DirectAccess allows users access to intranet resources regardless of location, and utilizes IPsec for authentication and encryption.
Remote Server Administration Tools and virtual desktops available for end user. feccccccccccccscscccccccccccccccacacaaay Main Office .';r network are not able to provide content to requesting clients. to manage a collection of remote machines from a single client. s
: D Clients never get unauthorized access to cached data in the branch. Wind P Shell 2.0 Envi t Enh dR te Wind P Shell 2.0 ]
SAN R Desktop Web A ies for R A L _ : ! S indows PowerShell 2.0 Environmen nhanced Remote Windows PowerShell 2. i NAP verifies healthy stat
o2 Remote Desktop Web Access queries for RemoteApp RemoteApps )} Branch Office Branch Office ) Clients never get stale data cached in the branch. moo : - N ! : =3 verifies healthy state.
Storage Area Network programs, Session Desktops, and virtual desktops 4 : Windows PowerShell 2.0 includes more than 240 pre-built “cmdlets”, as well as a new i1y o ! : - f ; .
SCVMgIVI from Connection Broker. - . ) graphical user interface (GUI) that adds professional-level development features for i mcvcégglf elrlos“(;f"iftgeoll i&?nerggzlde: :r? mg‘allsgf rtg:: ot?erct:lgmputers : E t (I:)a“:((::E)ﬁ%ceecstsrgIglgr:é?e(:sznorlfelgtctac: goaggg:ﬁ‘)%c?;;eserver' They dDér;‘;t;\e‘z’svsifh‘:‘m z?\P
Virtual machine per user assignment is verified 2 ' Shared, writing scripts. : : i0s i . S 3 : i
System Center Virtual Machine Manager through AD DS (’[))ersonal virtﬁa| desktop) emote Desktop kamp > ! identical Hosted Cache Mode . Windows PowerShell 2.0 i1 Remote management scenarios include: : : S A
. ’ Session Host ool virtual ; : ; oo : provides: + € Fan-out Scenario : : ientveriries connection
. Server Farm L e TiNe In Hosted Cache mode, clients cache content to a Hosted Cache server. Other clients who need the same content retrieve it directly from the { g g : - . . { : to Internet AD DS
; ion- A ) ! Integrated Scripting Environment ! ! : -
SF gﬁé"ﬁ:m%22%53:‘2rgisgg?:gg?x(;r%enfwﬁfip| e [ ¥ for users hosted cache. 5 H offi / Integrated Scripting E ti gi:r;:enf:;as'::;s run scripts on multiple computers from a . ] - .
Service Principal Name : Remote Deskto AD DS ranch Office Client B decrypts the data and " wi AF Color syntax highlighting : : : : i i
P Remote Desktop Session Host servers. Session Host P . Client B requests the same file from content server. Content server Client B er:sures that}il:)has G (eE o : : Script debugging i+ ¢ Fan-in Scenario ' ; D\?::ar::‘:x‘c,;v:e; "
SMB Icons are presented on the Start menu for U< Remote Desktop authorizes the user and returns content identifiers. tampered with/corrupted. el - oL iic o xionsibliity it Many IT professionals run scripts on a single computer. ; ! Client Computer " First IPsec tunnel connects to infrastructure servers.
RemoteA rograms, session-based desktops and q ot ; - i H E " T
Server Message Block emol deglftgpsgava"able Slon-ased ¢ ava"al"ole Virtualization Host Hosted Cache 7 ) : : : i1 € One-to-one Scenario ) ' ; " IPsec ESP - Computer Certificate
SSL from RD Web Access (pre-Windows 7) or RemoteApp Server - Universal Automation Environment : Administrators run scripts on a single remote computer. : ; w2 7 —— - Application
N B uses identifiers to request i : Background Execution ! : ‘ 0" L
Secure Sockets Layer and Desktop Conenction (Windows 7). Content : the hosted cache. Hosted ¢ Event_mg ) i kg ] q : ] ?; tH Servers
Server . " { Restricted sessions ! Administrators run Windows PowerShell scripts as a : : — | & .
ul : R Abb P AN ypts data and returns it. - i o T it background job. : ' !g - " Second IPsec tunnel connects to intranet resources.
User Interface Conn_eCtmg to RemoteApp Programs or , 9" : \ | blishes SSL session with n\:v(:\;ﬁts ADO ¢ Sync or async ; : — e IPsec ESP - Computer Certificate and User Credentials
Session-based Remote Desktops J | | ~ " \yum ‘ Hosted Cache server. Content com ADSL : . ' { i Clientreceives ! (Authenticates user ,provides access to Intranet resources)
VDI , Remotq Desktop > . . : Hosted Cache server : identifiers are offered. ; ¢ Single or multiple computers ! ! initial configuration 3
Clients connects to RemoteApp programs or Remote Desktop Sessibn Host R i o Bandwidth reduction achieved by 2 = - S S | . | NET _ Native ) S : T g " Py
Virtual Desktop Infrastructure A session-based remote desktops. Connection Broker W& Sessipn . z sending content metadata whichis ' A 5 \ ] 6 Client A uses identifiers to request ER Commands € Interactive or programmatic ; : ' while connected to i :
running in reglirection mode smaller than the actual content.  Client A that it does not = : : } corporate network i: :
( g e:i ) N ached v data from the hosted cache. If not ¢ Background jobs ! ! ! by Group Policy ! DirectAccess :
VHD ' & i %“ cached locally, client retrieves data ¢ Modules : Windows PowerShell 2.0 must be installed on all the computers : : : : E
Virtual Hard Disk u . tion o virtual deskt o ‘ Client A connects to the content server and requests file. ; from contelEE S : that are part of the remote operations. g | AN EAS
VMBus nggr?g:;_es s connection to virtual desktop (pooled or H 3 ' Content server authenticates/authorizes Client A. If successful, the server returns ‘ Bra(;fgn?gice - Internet ‘ -Intranet-
A : . ! content identifiers. ioi i
Virtual Machine Bus RDP connection request is routed through RD Gateway | ngc%e Device Power Efficiency Remote Management Best Practices Analyzer
VID to RD Redirector. gEcqirccon . i : B . = s : : :
: A . Redi inf T e e hine ded ‘ ' E’S‘L‘:,’;jf{{‘e‘i,”‘ Q BranchCache supports Windows implementations of HTTP/1.1, HTTPS/1.1, BITS 4.0, SMB2.1, and SMB2.1 signing, even when used with IPsec. Administrators can reduce power consumption for;i Server Manager provides a unified Windows Server 2008 R2 includes an integrated Best _ )
Virtualization Infrastructure Driver A ﬁd I\:\?:ittgrf::nr ?;rggdrgse;ftviar::;'it:l:a:;;% ine is neede ) servers without requiring additional configuration. m%nagemgptgexpenencle for deploying ractices Analyzer for numerous server roles. DirectAccess Deployment Deployment Requirements
. i and managing server roles.
. . RD Connection broker orchestrates virtual machine and ' Distributed Cache Mode Improved Efficiency Processor Sleep States Community " “Support  “Field Teams  Customers  MVPs DirectAccess can be configured to use “end-to-edge” architecture, DirectAccess requires the following infrastructure
Virtual Machine Manager return connection information to redirector. PTG [T ' i or T owor B aer Tick . "i"" % end-to-end authentication, or end-to-end encryption deployment criteria:
) ; i ; Web Access 0 In Distributed Cache Mode, clients cache content locally on their computer after downloading it from the content server (or from other clients). This Management (PPM) has  Distribution extends ] Server Manager (GUI) ® ‘m ! yption. ploy :
VMWP ggﬁzg’: {%%ei'xif?olrﬁ’“ﬁfgﬁsiao:;&ﬁ:g:iaaggéf;‘i ta"d ' content is served to other authorized clients when they request the same content from the content server. gga’;’;‘#:&‘;‘if increase g{gf::;‘;l":g:eag:is:gﬁgc' ' 0 Windows ( At least one Active Directory domain is required.
Virtual Machine Worker Processor : ' ) 7R Client B decrypts the data and : Ak ; DirectAccess Application
' E Client B requests the same file from the content server. Server 1 6 ensures that it has not been particularly with the latest the' CPU unnecessarily, el cmdlets@ Cre:te and update best  Ongoing update of [ Server Servers W.orkgroups ar? not supported. .
vSsC Client connects to virtual desktops. Any disconnected 1 5 : 3 3 .authenticates and authorizes user and returns content identifiers. pered with/corrupted. B eners.  which saves power, practices through best practices et — - ae— —— DirectAccess clients must be domain members.
Virtualization Service Client virtual machines will automatically be saved within 5 : el cdecccccccccccaad 5 Content Core Parking "W : Relllsienstipdate ; d_éi_ The DirectAccess server must have two network adapters
minutes. S Client B broa : Core Parking helps reduce processor power demand = B Foedback on best Z I .
VSP Perimeter @ m BT ig has a cached copy that by consolidating work onto fewer cores. Other cores ¢ \ ’ P nEies : (Internet and intranet).
Virtualization Service Provider Full-Fidelity User Experience Network 5 L\ r AN : tgg (':‘I?"eigtgr']irr;g?;'dESted- can remain in idle states, which saves power. Inbox resoliion step . Onlne detalled resolution steps . At least one domain controller and DNS server are required
WAN = N ' v : - \ b m Windows 7 Full/Server Core D\{V'n?f\ws 7 ' (Windows Server 2008 SP2/Windows Server 2008 R2).
; | —_—— s = i ; r . . . e e
Wide Area Network Bi-directional High Quality ~ Enhanced Bitmap Multiple Monitor Client Ay [ fm @ Bancwicth educion achieved by sending contrt ‘ ‘ > = m'E LIL [Q/J d‘» = = ;- RSAT Tools lliation C";n?CCO,?:;StSer PKI is required to issue certificates. External certificates are
a q q f 4 _— " ncrease e S .
audio Windows Media Player  Acceleration Support L ST metadata which is smaller than the actual content. ' = | workload oo MY ; not required.
wobi] Redirection : More P C s fiows PowerShell 2.Q8g &4 : IPsec policies are required to specify protection for traffic
; ; — ‘ This mode is recommended for ore Fracessor, Cores i Server Core Installation | i~ in i ; ; ] .
Windows Management Instrumentation T §7 5 (@ Client A connects to the content server and requests file. e o branchior (NS ” | : i erve - All IPsec traffic is terminated at the DirectAccess server A elient running Windows 7 Is required for DirectAccess.
p AN q ' i H o .
XML S \ 'W’ff — Branch Office infrastructure. B ‘N- i i :: Windows PowerShell 2.0 ﬂ.% |Psec encryptlon |S termlnated at the DlrectAccess server. |P Tunneled IP tl'afflc must be a||0wed to paSS through

Content server authenticates/authorizes client and returns identifiers for Client A Client A Content has to be retrieved once As processing power is required;i functionality is supported in & g4 N . .
: s h A 1] . y authentication extends to the application servers. m wall.
to search for data on the LAN. If not cached on the local network, Cllent A retrieves per subnet in the branch office Core Parking activates inactive it Server Core installations of pp perimeter firewall

: - [y End-to-End Encryption
processor cores. " - n 1 a -
file from content server and caches it locally. across the WAN. i Windows Server 2008 R2 IPsec encryption terminates at the destination resource server.

eXtensible Markup Language

Remote Desktop Services ranchCache Management DirectAccess
microsoft.com/rds branchcache.com microsoft.com/windowsserver2008r2 microsoft.com/directaccess
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